
BDAR taikymas 

švietimo įstaigoje
ASTA MACIJAUSKIENĖ

WIDEN partnerė, duomenų apsaugos ekspertė, 

advokatė



Terminai: 

• Duomenys

• Duomenų subjektas

• Duomenų valdytojas

• Duomenų tvarkytojas
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BDAR taikymo sąlygos

BDAR taikomas

• asmens duomenų 

• tvarkymui

• visiškai arba iš dalies atliekamam 

automatizuotomis priemonėmis, arba

• asmens duomenų, kurie sudaro susisteminto 

rinkinio dalį ar yra skirti ją sudaryti, tvarkymui ne 

automatizuotomis priemonėmis.
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Kas yra asmens duomenų tvarkymas?
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Bet kokia su asmens duomenimis atliekama operacija:

rinkimas, įrašymas, rūšiavimas, saugojimas,

susipažinimas, naudojimas, atskleidimas persiunčiant,

platinant ar kitu būdu sudarant galimybę jais naudotis,

apribojimas, ištrynimas arba sunaikinimas ir kt.



Kai kuriuos duomenis tvarkyti draudžiama
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Rasinė ar etninė kilmė, politinės pažiūros religiniai ar

filosofiniai įsitikinimai, narystė profesinėse sąjungose,

genetiniai ar biometriniai duomenys, siekiant konkrečiai

nustatyti tapatybę, sveikatos duomenys, duomenys apie

lytinį gyvenimą ir lytinę orientaciją



Duomenys apie sveikatą
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• Liga

• Negalia

• Temperatūra

• Rizika susirgti

• Sveikatos istorija

• Apsilankymai sveikatos 

priežiūros įstaigoje

• Fiziologinė būklė ir kt.
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7 pagrindinės duomenų apsaugos taisyklės. Kaip 

jos aiškinamos praktikoje?



Duomenų tvarkymo taisyklės
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• Teisėtumo, sąžiningumo ir skaidrumo

• Aiškūs tikslai

• Tvarkomi tik tokie duomenys, kurių reikia siekiant tikslų

• Tikslūs ir atnaujinami

• Tapatybę galima nustatyti tik tokį laikotarpį, kiek tai būtina 

tvarkymo tikslais

• Konfidencialumo ir vientisumo užtikrinimas

• Atskaitomybės principas



Duomenis galima tvarkyti tik turint teisinį pagrindą
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• Sutikimas

• Sutarties su asmeniu sudarymas ar vykdymas, arba veiksmai, 

kurių imamasi duomenų subjekto prašymu prieš sudarant 

sutartį

• Teisinė prievolė

• Gyvybinių bet kurio asmens interesų apsauga

• Viešojo intereso užduotis arba viešosios valdžios įgaliojimai

• Teisėtas interesas, išskyrus, kai asmens interesai yra viršesni
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Sutikimas



Sutikimas
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• Galimybė kontroliuoti duomenų tvarkymą

• „Gavus sutikimą, neišnyksta ir niekaip nesumažėja duomenų

valdytojo prievolės laikytis duomenų tvarkymo principų, kurie

įtvirtinti BDAR, ypač BDAR 5 straipsnyje, dėl sąžiningumo, būtinumo

ir proporcingumo, taip pat dėl duomenų kokybės. Net jeigu asmens

duomenys tvarkomi remiantis duomenų subjekto sutikimu, toks

duomenų rinkimas, kuris nėra būtinas konkrečiam nustatytam

duomenų tvarkymo tikslui pasiekti, nebūtų teisėtas ir būtų iš esmės

nesąžiningas“ (EDAV Gairės 05/2020 dėl sutikimo pagal Reglamentą 2016/679)



Sutikimas
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• Duotas laisva valia

• Konkretus ir nedviprasmiškas

• Pagrįstas informacija

• Nedviprasmiškas duomenų subjekto valios išreiškimas 

pareiškimu arba vienareikšmiais veiksmais, kuriais jis sutinka, 

kad būtų tvarkomi jo asmens duomenys



Sutikimas
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• Jei sutikimas duodamas raštu, turi būti aiškiai atskirtas nuo kitų 

klausimų, suprantama ir lengvai prieinama forma, aiškia ir 

paprasta kalba

• Galima atšaukti

• Turi būti įrodomas



Sutikimas. Laisva valia
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• „Sutikimas turėtų apimti visą duomenų tvarkymo veiklą, vykdomą tuo pačiu

tikslu ar tais pačiais tikslais. Kai duomenys tvarkomi ne vienu tikslu,

sutikimas turėtų būti duotas dėl visų duomenų tvarkymo tikslų“ (BDAR

32 konstatuojamoji dalis)



Sutikimas. Laisva valia
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• Atšaukus sutikimą neturi būti patiriama žalos



Sutikimas. Informacija pagrįstas
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EDAV nuomone, norint gauti galiojantį sutikimą, būtina pateikti nors šią informaciją: 

• Duomenų valdytojo tapatybę

• Kiekvienos iš duomenų tvarkymo operacijų, kurioms prašoma sutikimo, tikslą

• Kokie (kokios rūšies) duomenys bus renkami ir naudojami

• Informaciją apie turimą teisę atšaukti sutikimą

• Informaciją apie duomenų naudojimą automatizuotai priimant sprendimus pagal BDAR 

22 straipsnio 2 dalies c punktą

• Informaciją apie galimą duomenų perdavimo riziką, kai nėra priimto sprendimo dėl 

tinkamumo ir nėra tinkamų apsaugos priemonių, kaip apibūdinta BDAR 46 straipsnyje

• Kai duomenys tvarkomi kitų duomenų valdytojų, visų šių organizacijų pavadinimai turėtų 

būti nurodyti



Sutikimas. Informacija pagrįstas
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• Nereikia pranešti duomenų tvarkytojų pavadinimų, nors duomenų 

valdytojai, laikydamiesi BDAR 13 ir 14 straipsnių, turi pateikti išsamų 

duomenų gavėjų arba gavėjų kategorijų, įskaitant duomenų tvarkytojus, 

sąrašą

• Nėra nustatytos formos

• Paprasta, aiškia kalba

• Svarbi informacija negali būti „paslėpta“ bendrosiose sąlygose

• Sutikimo prašymas turėtų būti aiškiai atskiriamas nuo kitų dalykų

Geroji praktika: apklausos dėl teksto supratimo



Sutikimas. Nedviprasmiškas valios išreiškimas
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Pagal BDAR yra neteisėta naudoti iš anksto pažymėtus

langelius kaip sutikimo patvirtinimą. Duomenų subjekto

tylėjimo arba neveikimo, taip pat vien tolesnio naudojimosi

tam tikra paslauga negalima laikyti aktyviu pareiškimu apie

savo pasirinkimą. (Gairės 05/2020 dėl sutikimo pagal

Reglamentą 2016/679 79 p.)



Sutikimas. Nedviprasmiškas valios išreiškimas
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• Duomenų valdytojai turi vengti dviprasmiškumo ir užtikrinti, kad

veiksmą, kuriuo duodamas sutikimas, būtų galima atskirti nuo kitų

veiksmų. Taigi, vien tolesnis įprastas naudojimasis interneto

svetaine nėra toks elgesys, kurį būtų galima laikyti duomenų

subjekto valios išreiškimu sutinkant su siūloma duomenų

tvarkymo operacija.

(EDAV Gairės 05/2020 dėl sutikimo pagal Reglamentą 2016/679 84

punktas)



Sutikimas. Nedviprasmiškas valios išreiškimas
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• Bendrojo sutikimo su bendromis sąlygomis negalima

laikyti vienareikšmiu veiksmu, kuriuo sutinkama su asmens

duomenų naudojimu

• Pagal BDAR duomenų valdytojams neleidžiama pateikti iš

anksto pažymėtų langelių ar tokių atsisakymo mechanizmų,

dėl kurių duomenų subjektas turėtų imtis veiksmų, kad

sutikimo neduotų (pvz., „atsisakymo“ langeliai)

(EDAV Gairės 05/2020 dėl sutikimo pagal

Reglamentą 2016/679 79 p.)



Sutikimas. Saugokite įrodymus
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Prievolė įrodyti sutikimą išlieka tol, kol tęsiama ta duomenų

tvarkymo veikla. Po to, kai ta duomenų tvarkymo veikla

baigiama, sutikimo įrodymą reikėtų saugoti ne ilgiau negu

tikrai būtina, kad būtų vykdoma teisinė prievolė arba kad

būtų galima pareikšti, vykdyti ar ginti teisinius reikalavimus

pagal 17 straipsnio 3 dalies b ir e punktus.

(EDAV Gairės 05/2020 dėl sutikimo pagal 

Reglamentą 2016/679 107 p.)



Sutikimas. Saugokite įrodymus
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• Kas davė sutikimą?

• Kada?

• Sutikimo turinys, pranešimo / prašymo arba kitokios 

informacijos tekstas

• Sutikimo forma

• Informacija apie sutikimo atšaukimą



Kada galima tvarkyti specialių kategorijų asmens 

duomenis?
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• Sutikimas

• Duomenys paskelbti viešai

• Gyvybiniai interesai, kai asmuo negali duoti sutikimo

• Sveikatos priežiūros tikslai (profilaktinės ar darbo medicinos tikslai, 

sveikatos priežiūros paslaugų teikimas pagal sutartį ar teisės aktus)

• Prievolės darbo teisės srityje

• Teisiniai reikalavimai

• Svarbios viešojo intereso priežastys

• Viešas interesas visuomenės sveikatos srityje 

• Kt.



Duomenys apie apkaltinamuosius nuosprendžius ir 
nusikalstamas veikas
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1) Tvarkyti duomenis būtina, kad būtų įvykdyta duomenų valdytojui taikoma

teisinė prievolė patikrinti, ar asmuo atitinka įstatymuose ir įgyvendinamuosiuose

teisės aktuose nustatytus reikalavimus pareigoms eiti arba darbo funkcijoms

atlikti.

2) Tvarkyti duomenis būtina, siekiant teisėtų darbdavio interesų, išskyrus

atvejus, kai kandidato, pretenduojančio eiti pareigas arba atlikti darbo funkcijas, ir

darbuotojo interesai arba pagrindinės teisės ir laisvės, dėl kurių būtina užtikrinti

asmens duomenų apsaugą, yra už tuos interesus viršesni, ypač kai duomenų

subjektas yra vaikas.



Duomenys apie apkaltinamuosius nuosprendžius ir 
nusikalstamas veikas
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Sąlygos:

• teisėtų interesų vertinimas

• Patvirtintas, paskelbtas pareigų, funkcijų sąrašas Šiame sąraše turi

būti nurodomos ir nusikalstamos veikos, už kurias toks asmuo turi būti

neteistas.

• Tvarkomi tik to kandidato duomenys.

• Darbdavio nurodytos apimties duomenis apie apkaltinamuosius

nuosprendžius ir nusikalstamas veikas darbdaviui pateikia pats

kandidatas, pretenduojantis eiti pareigas arba atlikti darbo funkcijas, arba

darbuotojas.



Duomenų minimizavimo principas
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LVAT nutartis dėl duomenų kiekio mažinimo principo ikimokyklinio ir

priešmokyklinio ugdymo įstaigoje (administracinė byla Nr. A-222-261/2022)

• rinkdama duomenis, įrodančius Ugdymo įstaigos nelankymo priežastis,

Ugdymo įstaiga, be kita ko, renka ir tokius duomenis, kaip tėvų (globėjų)

darbovietė, faktas, jog vaikas lankėsi ir kada lankėsi gydymo įstaigoje bei

konstatavo, kad tokiu būdu Ugdymo įstaiga pažeidė tikslo apribojimo ir

duomenų kiekio mažinimo principus, įtvirtintus BDAR.

• Vilniaus apygardos administracinis teismas Ugdymo įstaigos skundą atmetė.

Vadovaudamasis BDAR ir ADTAĮ teismas akcentavo, kad nagrinėjamu

atveju yra itin aktualus duomenų kiekio mažinimo principas, kuris nustato,

kad tvarkomi asmens duomenys turi būti adekvatūs, tinkami ir tik tokie, kurių

reikia siekiant tikslų, dėl kurių jie tvarkomi.



Duomenų minimizavimo principas
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• LVAT teisėjų kolegija skundą atmetė ir pirmosios instancijos teismo sprendimą paliko

nepakeistą, ir, įvertinęs apeliacinio skundo nagrinėjimo ribų taisyklę, pasisakė tik dėl

BDAR taikymo viršenybės prieš nacionalinę teisę ir pakartotinai konstatavo, kad BDAR

yra tiesioginio taikymo Europos Sąjungos teisės aktas ir juo užtikrinamas vienodas

Europos Sąjungos teisės taikymas visose valstybėse narėse.

• LVAT rėmėsi Europos Sąjungos Teisingumo Teismo 2019 m. birželio 25 d. didžiosios

kolegijos sprendimu Daniel Adam Popławski (C-573/17), kur buvo konstatuota, kad

kiekvienas nacionalinis teismas, nagrinėdamas jo jurisdikcijai priklausančią bylą, kaip

valstybės narės institucija privalo netaikyti jokios nacionalinės teisės nuostatos,

prieštaraujančios Europos Sąjungos teisės normai, kuri yra tiesiogiai veikianti jo

nagrinėjamoje byloje. Taigi apeliacinės instancijos teismo išaiškinimu šioje byloje

Inspekcija, nustačiusi BDAR nuostatų pažeidimą, neprivalėjo vertinti Aprašo atitikties

BDAR ir pripažinti prieštaravimą BDAR, tačiau nustačiusi pažeidimą turėjo pareigą jį

tiesiogiai kvalifikuoti pagal BDAR nuostatas.



Teisėtumo, tikslo apribojimo ir konfidencialumo 

principų pažeidimai
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LVAT nutartis 2021 m. birželio 9 d. a.b. Nr. eA-2280-629/2021

• Duomenų subjektui skirtas administracinio nusižengimo protokolas

nebuvo įteiktas minėtam asmeniui, o nuskenuotas ir įregistruotas

NMA dokumentų valdymo sistemoje

• Byloje taip pat nustatyta, kad NMA direktorius asmeniškai

paties trečiojo suinteresuoto asmens (R. K.) 2019 m. lapkričio 28 d.

elektroniniu laišku buvo informuotas apie jam skirtą

korespondenciją su prašymu pateikti informaciją apie tai, kas yra

daroma su jam adresuotu laišku, tačiau NMA į trečiojo suinteresuoto

asmens prašymą nesureagavo ir atsakymo iki skundo pateikimo

Inspekcijai dienos nepateikė



Duomenis galima tvarkyti tik turint teisinį pagrindą

(dalyvių klausimai, nekoreguoti)
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• Ar galima stenduose kabinti mokinių laureatų diplomus?

• Ar asmens duomenys yra pažeidžiami, jei mokykla į 

savo tinklapį kas mėnesį keldama ugdymo veiklas, prie 

jų parašo ir konkretaus pedagogo pavardę?

• Kas įstaigoje yra atsakingi už BDAR taikymą, be 

vadovo? Ar gali būti vykdomi įrašai posėdžių metu?

• Kokie mokinių, jų tėvų ir darbuotojų sutikimai dėl asmens 

duomenų tvarkymo (pagal BDAR) privalomi mokykloje, o 

kokiais atvejais sutikimai nėra reikalingi?



Duomenis galima tvarkyti tik turint teisinį pagrindą

(dalyvių klausimai, nekoreguoti)
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Organizuojame miesto renginius, pvz. renginius ar konkursus, į kuriuos kviečiame mokytojus ir mokinius iš visų mokyklų, 

rengiame nuostatus, kuriuose turime tokius sakinius: 

RENGINYJE DALYVAUJANČIŲ ASMENŲ DUOMENŲ APSAUGOS SĄLYGOS   

22. Pedagogai, užregistravę mokinius dalyvauti Projekte, užtikrina, kad Projekto dalyvio tėvai / globėjai pasirašytinai 

sutinka dėl atstovaujamo (-s) (sūnaus, dukters, globotinio, globotinės) asmens duomenų (vardo ir pavardės, klasės, 

mokyklos) naudojimo Projekto organizavimo tikslais. Koks projektas? Ar tikrai sutikimas?

23. Pedagogai, užregistravę mokinius į Projektą, sutinka dėl savo asmens duomenų (vardas, pavardė, el. p. adresas) 

naudojimo Projekto organizavimo tikslais ir PŠKC pažymų formavimui.

24. Projekto metu užfiksuotos nuotraukos gali būti viešinamos PŠKC, dalyvaujančių mokyklų internetinėse svetainėse, 

socialinių tinklų Facebook, Instagram paskyrose.



Duomenis galima tvarkyti tik turint teisinį pagrindą

(dalyvių klausimai, nekoreguoti)
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• Kaip taikyti BDAR reikalavimus masiniuose renginiuose? 

Kaip pasirengti tvarkas, ar galima palikti, kad 

dalyvaudami sutinka būti viešiami?

• Sutikimas tvarkyti nepilnamečio mokinio ir jo tėvų 

(globėjų, rūpintojų) asmens duomenis mokykloje

• Veiklų viešinimas FB. Tėvai parašę sutikimus dėl to už 

visą laikotarpį, kol mokosi vaikas. Ar reikia kaskart 

keliant naujai rinkti sutikimus?



Duomenis galima tvarkyti tik turint teisinį pagrindą

(dalyvių klausimai, nekoreguoti)
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• Vaikų nuotraukos mokyklų, savivaldybės interneto 

svetainėse. Sveikinimai su laimėjimais (varžybų, 

olimpiadų) interneto svetainėse.

• Ar viešinant švietimo įstaigos tinklapyje, fb paskyroje 

galima viešinti mokinio pilną  vardą ir pavardę, ar tik 

inicialus?
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Kaip suvaldyti duomenų saugumo 

pažeidimą?



Socialinės inžinerijos atakos pavyzdys
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Socialinės inžinerijos atakos pavyzdys
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1) Naudojami neįprasti žodžiai, kaip „transmisija „Dropbox““;

2) turinys dirbtinai sureikšminamas „svarbų dokumentą“;

3) keisti žodiniai dariniai „Pridėto dokumento radimas“;

4) loginiai nesusipratimai – subject eilutėje „sąskaita faktūra“, o laiške 

rašoma „svarbų dokumentą“. Paprastai apie sąskaitas taip 

nekalbama;

5) Asmuo niekada tokiu būdu dokumentų nesiųsdavo.



Kas yra asmens duomenų saugumo 

pažeidimas (ADSP)?
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• atskleidžiama ar suteikiama prieiga prie tvarkomų asmens duomenų 

(konfidencialumo pažeidimas)

• prarandama prieiga prie asmens duomenų arba jie sunaikinami 

(prieinamumo pažeidimas)

• pakeičiami asmens duomenys (vientisumo pažeidimas)
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A – nėra pavojaus duomenų subjekto teisėms

B – pavojus duomenų subjekto teisėms

C – didelis pavojus duomenų subjekto teisėms

ADSP RŪŠYS



PRANEŠIMŲ TERMINAI
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• Nedelsiant

• Atsižvelgiama į pažeidimo pobūdį, sunkumą, pasekmes ir neigiamus 

padarinius

• Delsimas pateisinamas objektyviomis ir svarbiomis aplinkybėmis

• Didelis pavojus asmenims - skubus pranešimas duomenų 

subjektams

• Pranešimas VDAI - 72 val. nuo sužinojimo

• Vėliau - nurodomos vėlavimo priežastys



Klausimai, susiję su ADSP (dalyvių klausimai, 

nekoreguoti)
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• Kokių veiksmų turi imtis mokykla, jei įvyksta asmens duomenų saugumo pažeidimas?
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Darbuotojų atsakomybė



▪

Darbuotojų atsakomybė

(dalyvių klausimai, nekoreguoti)
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• Ar gali eilinis darbuotojas būti atsakingas už BDAR mokykloje
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Kiti klausimai



▪
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KITI KLAUSIMAI

(dalyvių klausimai, nekoreguoti)

• Mokinių parašai po instruktažu - kada jie galiojantys?

• Veiklos įrašai 

• Vaiko asmens duomenų apsaugos aspektai tėvų socialiniuose tinkluose, sukurtose 'messerger' grupėse. 

Kokie pavojai ir galimybės?

• Vaizdo stebėjimo kameros mokykloje - kokie dokumentai, leidimai, informacija tėvams būtina, kad 

nepažeistume BDAR

• Kokie aspektai dėl asmens duomenų tvarkymo turi būti įtraukti į mokymo sutartį?

• Kaip užtikrinti sklandų ikimokyklinio, pradinio bei bendrojo ugdymo bendradarbiavimą tarp įstaigų, 

nepažeidžiant BDAR, jei detaliai bendraujama mokinių vertinimo aspektu. 

• Duomenų apsaugos pareigūno funkcijos: ar gali jas atlikti kompetentingai švietimo įstaigos darbuotojas

• Mūsų mokyklos duomenų apsaugos pareigūnė yra parengusį formą dėl vaiko duomenų tvarkymo, kurią 

tėvai pasirašo kartu su mokymosi sutartimi. Ar to pakanka?

• Kokios stebėjimo kamerų, rūkymo detektorių naudojimo taisyklės privalomos mokyklai

• Kokius dokumentus, susijusius su ugdytiniais galima kelti, registruoti DBSIS sistemoje (pvz. individualias 

programas, specialistų dok., ugdytinių sąrašus, kuriems reikalinga pagalba ir kt.)?



▪
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KITI KLAUSIMAI

(dalyvių klausimai, nekoreguoti)

• Kokie moksleivių duomenys gali būti renkami? Kokių dokumentų kopijas draudžiama daryti?

• Dėl kamerų mokykloje, klasėje, kokie reikalavimai?

• Asmens duomenų siuntimas per el. Paštą

• Ar yra aiškiai reglamentuota, kokioms institucijoms ( pvz. savivaldybei, vaikų teisėms, 

policijai ar kt.) gali būti perduodami  SUP vaikų duomenys, ir kaip užtikriname jų saugų 

perdavimą?

• Kokius duomenis galime rinkti apie seminarų dalyvius (mokytojus) ir lektorius (ir 

dalyvaujančius viešuosiuose pirkimuose), kaip ir kiek turime saugoti surinktus duomenis. Jei 

mokymų dalyviai dalyvauja kontaktiniame seminare ar rinkti parašą dalyvio, kaip dalyvavimo 

patvirtinimą yra korektiška???)
Planavimo ir pasirengimo pirkimams dokumentai, pirkimo dokumentai, paraiškos, pasiūlymai bei jų nagrinėjimo 

ir vertinimo dokumentai, Komisijos sprendimų priėmimo, derybų, dialogo ar kiti protokolai, susirašinėjimo su 

tiekėjais dokumentai, kiti su pirkimu susiję dokumentai saugomi 4 metus nuo pirkimo pabaigos, preliminariosios 

sutartys, pirkimo sutartys, jų pakeitimai ir su jų vykdymu susiję dokumentai – 4 metus nuo pirkimo sutarties 

įvykdymo. Šioje dalyje nurodyti dokumentai saugomi Lietuvos Respublikos dokumentų ir archyvų įstatymo 

nustatyta tvarka.
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KITI KLAUSIMAI

(dalyvių klausimai, nekoreguoti)

• Labai įdomu dėl duomenų, kuriuos skelbiame mokyklos tinklapyje. Koks teisės aktas tai reglamentuoja?

https://e-seimas.lrs.lt/portal/legalAct/lt/TAD/TAIS.209540/asr

• Jei savivaldybės švietimo įstaigai neskiriamas duomenų apsaugos pareigūnas (pareigybė), kaip kokybiškai 

vykdyti BDAR? P.S. Asmens duomenų taisykles, Vaizdo duomenų tvarkymo taisykles, dokumentus, 

reglamentuojančius duomenis subjekto teisę parengusi.

• Kaip įforminti filmavimą ir fotografavimą: 1. mokyklos mokinių 2. mokyklos svečių (pvz. jei mokykla 

organizuoja viešą renginį miesto bendruomenei)?

• Ar galima PPT pažymas su tėvų sutikimu, nusiųsti kiekvienam mokytojui, kad jis parengtų savo dalyko 

programos pritaikymą?

• Priimant vaikus į priešmokyklinio ugdymo grupę, pagrindinis kriterijus - gyvenamos vietos adresas, kitų 

atveju - gyvenamosios vietos deklaravimo senumas. Kaip įstaigai patikrinti šių duomenų patikimumą, 

nepažeidžiant BDAR?

• Sutikimai dėl asmens duomenų naudojimo dalyvavimui olimpiadose. Mokiniai jose dalyvauja etapais -

mokyklos, savivaldybės, nacionalinis. Ar kiekvienam etapui (kiekvienam renginiui atskirai) būtinas atskiras 

sutikimas. Asmens sutikimas duodamas kiekvienai įstaigai (etapo organizatoriui) individualus? Kuriais 

atvejais sutikimą gali pasirašyti vaikas (be tėvų sutikimo)?

https://e-seimas.lrs.lt/portal/legalAct/lt/TAD/TAIS.209540/asr
https://e-seimas.lrs.lt/portal/legalAct/lt/TAD/TAIS.209540/asr
https://e-seimas.lrs.lt/portal/legalAct/lt/TAD/TAIS.209540/asr
https://e-seimas.lrs.lt/portal/legalAct/lt/TAD/TAIS.209540/asr
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KITI KLAUSIMAI

(dalyvių klausimai, nekoreguoti)

• Dirbame su vaikais turinčiais specialiųjų ugdymosi poreikių. Kokie BDAR punktai liečia 

duomenis, susijusius su specialiaisiais poreikiais

• Dėl fotografavimo vaikų/moksleivių su negalia. Kaip suderinti draudimą fotografuoti vaikus 

su negalia ir siekį juos integruoti į pilnavertį mokyklos/klasės gyvenimą, mažinant atskirtį 

tarp vaikų, didinant toleranciją ir pagarbą. Šį klausimą buvau uždavęs, gavau atsakymą: 

darant klasės nuotrauką fotografuoti taip, kad nesimatytų invalido vėžimėlis, kad vaikas būtų 

pasisukęs šonu, arba to vaiko su negalia išviso nefotografuoti. Jei aš nežinau ir šis 

klausimas yra išspręstas ir yra kažkokios rekomendacijos, prašau nuorodos į tą norminį 

dokumentą. Ačiū

• Vaikų fotografavimas darželyje. Nuotraukų naudojimas, persiuntinėjimas

• Ar įstaiga atsakinga už vaikų nuotraukas, kurios yra paplatintos pačių tėvų kurie fotografuoja 

švenčių metu įstaigoje?

• Ar vaikų pasiekimų kaupimas nedaro neigiamos įtakos vaikų ateičiai?



▪
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KITI KLAUSIMAI

(dalyvių klausimai, nekoreguoti)

• Kaip dera dvišalė Mokymo sutartis, kurioje viena šalis – mokykla, kita šalis – mokinys ir 

mokinio atstovas pagal įstatymą, su reikalavimu, kad mokiniui sulaukus 18 metų nebūtų 

teikiama informacija tėvams? 

• Dėl elektroninio dienyno: ką mokykla privalo daryti dėl informacijos teikimo tėvams, kai 

mokinys sulaukia 18 metų? Jei privalo, kada konkrečiai? Tą dieną, kai sukanka 18 m.? O 

jeigu mokinio nėra mokykloje?  

• Ar galima ant kabineto durų skelbti darbuotojų vardus ir pavardes? Kaip elgtis tuo atveju, kai 

viename kabinete dirba keli darbuotojai, kiekvieno jų darbo laikas skirtingas, o vienas 

darbuotojas nesutinka, kad šalia jo darbo laiko būtų nurodytas vardas ir pavardė?  

• Ar darbiniai el. pašto adresai gali būti sudaromi su darbuotojo vardu ir pavarde, jeigu 

darbuotojas nesutinka?

• Jei tėvai pasirašė sutikimą dėl filmavimo-fotografavimo įstaigoje, ar nuotraukose, kurios 

keliamos į svetainę gali matytis vaikų veidai?

• Kokie yra reikalavimai mokyklos pasirengimui norint įsirengti vaizdo stebėjimo kameras 

mokyklos teritorijoje ir viduje? Ar privaloma pirkti poveikio duomenų apsaugai vertinimo 

paslaugą, ar tai gali būti atliekama paprasčiau?
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KITI KLAUSIMAI

(dalyvių klausimai, nekoreguoti)

• Ar laikoma teisės aktų pažeidimu, jei įstaigos teritorijoje įrengtos vaizdo stebėjimo kameros 

fiksuoja pastato išorę, įėjimo zoną ir vaikų žaidimo aikšteles, dėl ko į jų filmavimo lauką 

patenka nepilnamečiai vaikai su negalia ir su jais dirbantys darbuotojai? Apie vaizdo 

stebėjimą darbuotojai ir vaikų tėvai yra tinkamai informuojami ir duomenys tvarkomi laikantis 

saugumo reikalavimų.

• Dėl sporto įstaigų vaikų duomenų saugojimo ir teikimo sporto federacijoms

• Specialiųjų poreikių vaikų duomenys kai pereina iš darželio į mokyklą ar keičia mokyklą

• Ar pažeidžiamas BDAR, jei mokytojas nusprendžia pamoką pravesti mokyklos fojė 

patalpoje?



Kokius išskirtumėte 5 pagrindinius punktus dėl 

duomenų saugos švietimo įstaigoje?
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• Duomenų minimizavimas

• Sutikimai, tik tada, kai reikia

• Teisingas informavimas

• Kompetentingo asmens paskyrimas

• Mokymai



5 dažniausios klaidos mokyklose dėl BDAR 

taikymo
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• Sutikimai mokymosi sutartyse

• Nėra sutikimų viešinant duomenis

• Informavimo stoka

• Tiesioginė mokytojų rinkodara

• Mokytojų saviveikla sukuriant bendravimo grupes FB ir

dalinantis nuotraukomis
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Dirbtinis intelektas ir asmens duomenys



Dirbtinis intelektas ir 

asmens duomenys
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1. Duomenų tvarkymui nėra 
teisinio pagrindo

2. Nėra PDAV, nors tai yra 
privaloma

3. Rizikos vertinimas neatliktas

4. Perdavimo taisyklių pažeidimas

5. Skaidrumo pažeidimas

6. Automatizuoti sprendimai, kai to 
negalima padaryti

7. Konfidencialumo pažeidimas

8. Neatnaujinti BDAR dokumentai



Ko galima išmokti iš Lietuvoje ir ES 

valstybėse paskirtų baudų pagal 

BDAR? Konkrečių atvejų analizė.



Baudos
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Valstybinė duomenų apsaugos inspekcija (VDAI), išnagrinėjusi

skundą, 2023-09-11 sprendimais už nustatytus Bendrojo

duomenų apsaugos reglamento (BDAR) pažeidimus skyrė 6

tūkst. EUR baudą Bendrovei, teikiančiai plastinės chirurgijos

paslaugas (toliau – Bendrovė), ir 840 EUR baudą Bendrovės

gydytojui.

https://vdai.lrv.lt/media/viesa/saugykla/2023/10/SHn2rl9xMjc.pdf



Baudos
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Valstybinė duomenų apsaugos inspekcija (VDAI), išnagrinėjusi

skundą, 2023-09-11 sprendimais už nustatytus Bendrojo

duomenų apsaugos reglamento (BDAR) pažeidimus skyrė 6

tūkst. EUR baudą Bendrovei, teikiančiai plastinės chirurgijos

paslaugas (toliau – Bendrovė), ir 840 EUR baudą Bendrovės

gydytojui.

https://vdai.lrv.lt/media/viesa/saugykla/2023/10/SHn2rl9xMjc.pdf



Baudos
https://vdai.lrv.lt/lt/naudinga-informacija/vdai-sprendimai-baudos-nurodymai-ir-kt/

56

2023 m. sausis 8 000 EUR bauda už atsisakymą įgyvendinti

duomenų subjekto teises

Išanalizavus Bendrovės pareiškėjui teiktą atsakymą buvo nustatyta, kad Bendrovė

atsakyme: a) Dėl asmens duomenų tvarkymo tikslų ir tvarkomų asmens duomenų teisinių

pagrindų nurodė – „Įstatymų nustatyta tvarka“, o dėl asmens duomenų saugojimo laikotarpio

– „Įstatymų nustatytais terminais“. Bendrovė paaiškino, kad skundą parašė ir pareiškėjui

atstovauja profesionalus teisininkas – advokatas, atsakymas pateiktas aiškia ir paprasta

kalba, o BDAR nuostatos neįpareigoja detaliai, su nuorodomis, nurodyti įstatyminės bazės.

b) Dėl asmens duomenų kategorijų nurodė – „Informaciją, susijusią su buvusiais darbo

santykiais“. Nors Bendrovė Inspekcijai paaiškino, kad pareiškėjas tvarkomų asmens

duomenų kategorijų pateikti neprašė, tačiau Inspekcija, įvertinusi Prašymo turinį, nustatė,

kad pareiškėjas prašė pateikti informaciją apie tvarkomus asmens duomenis.



Baudos
https://vdai.lrv.lt/lt/naudinga-informacija/vdai-sprendimai-baudos-nurodymai-ir-kt/
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2023-03-07 10 000 EUR bauda už VDAI Nurodymų 

nevykdymą.



Baudos
https://vdai.lrv.lt/lt/naudinga-informacija/vdai-sprendimai-baudos-nurodymai-ir-kt/
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2022-10-17

Bylos priežastis: Inspekcija nagrinėjo skundą, kuriame pareiškėja nurodė, kad Įmonės,

kurioje pareiškėja dirbo, direktorė ją neteisėtai atleido iš darbo, kaip atleidimo iš darbo

pagrindą panaudojusi pareiškėjos asmeninį susirašinėjimą su kita Įmonės darbuotoja

socialiniame tinkle „Facebook“ (toliau – socialinis tinklas).

Pagrindinės išvados Darbuotojas, darbo kompiuteryje palikdamas atviras ir slaptažodžiais

neapsaugotas savo socialines paskyras, nepraranda privatumo darbo vietoje. Darbuotojo

privatumas darbo vietoje gali būti ribojamas dėl atitinkamų darbdavio naudojamų stebėsenos

ir kontrolės darbo vietoje priemonių, tačiau tokių priemonių naudojimas turi atitikti BDAR

reikalavimus. Įmonė, kaip duomenų valdytoja, atsižvelgiant į jai taikomą atskaitomybės

principą (BDAR 5 straipsnio 2 dalis), nepagrindė, kokia teisėto asmens duomenų tvarkymo

sąlyga vadovaujantis buvo tvarkomi pareiškėjos asmens duomenys (jos asmeninis

susirašinėjimas socialiniame tinkle su kita Įmonės darbuotoja.



Galbūt turite klausimų? 

Asta Macijauskienė

partnerė 

El. p. asta.macijauskiene@widen.legal

Skaidres bei dokumentų šablonus draudžiama platinti, kopijuoti ar kitaip atgaminti bei naudoti kitu tikslu, nei

konkretaus dalyvio ar jo atstovaujamos įmonės, kuri moka už dalyvį, mokymams bei vidiniams BDAR atitikties

dokumentams rengti.
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